Crisis : Your office is on fire!

What preparation do you wish you
had got round to doing? ...
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Crisis :

Your office
is on fire

Your people are all
safe... but now what?

What important
preparation do you
wish you had” got
round to doing...?"

It's the phone call no business
owner or manager ever wants
to receive.

A call, from the police, late at night -
there’s been a fire at your premises.

Luckily it was empty at the time, and
no-one’s been hurt at all. That's a huge
relief.

You barely sleep. And at first light, you
go in to examine the damage, so you
can issue instructions to your staff.

The fire wasn't too big, and the fire
service arrived quickly. But your
premises have been utterly devastated.

The fire itself destroyed a room. Smoke
has damaged the rest of the building.
And it's flooded too, as a result of the
firefighting.

Good thing you're well covered on
insurance.

As you're surveying the damage, you see
your server, located near where the fire

was. It's bent and twisted - clearly that's

going to need replacing.

Good thing you have a backup... no...
wait... the backup...

You feel your skin go cold as you
remember a conversation you had with
a member of your team a few weeks
ago.

They'd noticed the automated backup
had stopped working. In fact it hadn't
worked for some time.

You agreed a new backup needed to be
put in place at some point. Till then, you
asked your colleague to make a manual
backup a couple of times a week onto
an external hard disc drive.

That seemed an appropriate thing to do.
Where did he keep that disc?

Your eyes flick to his desk... black...
charred... and dripping with water. The
contents of his drawers on the floor.
Including the battered remains of the
drive.

With startling clarity, you suddenly
realise this has become a catastrophe
of epic proportions.
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Know what
devices you
actually have

If your office did burn down,
would you honestly know
what devices and equipment
you've lost?

If the answer to that is no, then |
can
assure you - you're not alone.

Creating an inventory (and keeping a
backed up copy of it) will help you to
keep track of everything.

It's also pretty handy to keep an
inventory now that so many more of

us are working from home. It's easier

to lose track when you don't see devices
every day! Likewise, if someone leaves
the company, you'll know what they
need to return to you on their exit.
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Go completely paperless




S *Qroup

WORKPLACE TECHNOLOGY SOLUTIONS




